**Осторожно, мошенники…**

В настоящее время глобальное развитие компьютерных технологий охватило все сферы жизнедеятельности человека и государства. С помощью сети Интернет появились возможности для злоупотребления этими технологиями и совершения преступных деяний. Количество преступлений, совершаемых в киберпространстве, растет пропорционально числу пользователей компьютерных сетей. Большая часть преступлений, совершаемых с помощью Интернета, являются корыстными - кражи, мошенничества, вымогательство. Особенно активно используют сеть Интернет мошенники. Схемы действий мошенников разнообразны и постоянно совершенствуются. В текущем году в СО ОМВД России по Туруханскому району зарегистрировано 2 схожих случая мошенничеств в отношении жителей Туруханского района.

Так, в феврале 2018 г., неустановленное лицо через интернет сайт «Авито.ру» разместило объявление о продаже снегохода «LYNX YETI PRO 800», житель нашего района гр. Г. будучи введенный в заблуждение относительно истинных намерений неизвестного лица путем перевода денежных средств с банковской карты перевел в счет предоплаты за снегоход на указанный мошенниками счет денежные средства в сумме 40 000 рублей, однако не установленное лицо, свои обязательства по предоставлению товара, а именно снегохода по понятным причинам, не выполнило.

Аналогичная ситуация сложилась с покупкой снегохода одним из жителей Туруханского района гр. И., который в феврале 2018 г. также перевел на счет злоумышленников более 100 000 рублей за покупку дорогостоящего снегохода «Ski Doo».

При этом в обоих случаях мошенники использовали паспортные данные и документы на транспортные средства добропорядочных граждан, которые также являлись посетителями сайта «Авито.ру» и оставляли на сайте фотоизображения своих паспортов и документов на транспортные средства в подтверждение своих намерений о продаже того или иного транспортного средства.

Мошенники этим активно пользуются и выдают себя за того или иного гражданина, предлагая купить транспортное средств или иное имущество, предварительно указывая на необходимость внесения предоплаты. После получения денег, мошенники избавляются от сим-карт и банковских карт, зарегистрированных на несуществующих лиц, и перестают отвечать на звонки потерпевших получив при этом деньги.

Как правило, мошенники значительно занижают цену товара, что и привлекает покупателей, возникает желание приобрести товар где бы он не находился, даже готовы поехать в другой субъект РФ чтобы самостоятельно получить оплаченный товар (транспортное средство), но все безрезультатно.

Помните, бесплатный сыр бывает только в мышеловке. Будьте внимательны, мошенники не дремлют.
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